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APPROVED 
REGULAR MEETING OF THE BOARD OF EDUCATION 

Tuesday, January 22, 2019 
 
PLACE: 
DARIEN PUBLIC SCHOOLS 
ADMINISTRATIVE OFFICES 
BOARD OF EDUCATION CONFERENCE ROOM 
7:30 P.M. 
 
BOARD MEMBERS PRESENT: 
 Brown Burke Dineen McCammon McNamara Maroney Ochman Ritchie Stein 

Present X X X X X X X X X 

Absent          

 
ADMINISTRATION PRESENT:  
Dr. Landon, Dr. Da Silva, Ms. Klein, Ms. Cion and Mr. Feeney  
 
AUDIENCE:  Approximately 25 
 
1.  Call to Order  Mrs. Tara B. Ochman, Chair,  

at 7:45 p.m. (0:00) 
 
2.  Chairperson’s Report Mrs. Ochman, Chair,  

 at 7:45 p.m. (0:00) 
 
3.  Public Comment        Mrs. Ochman, Chair,  
 at 7:45 p.m. (0:00) 
 
4.  Superintendent's Report Dr. Elliott Landon  

 at 7:45 p.m. (0:00) 
 
5.  Approval of Minutes (attachment)  Board of Education 
                                                                                                  at 7:45 p.m. (0:00) 
 
MOTION TO APPROVE THE MINUTES OF THE SPECIAL MEETING AND EXECUTIVE SESSION OF THE 

BOARD OF EDUCATION HELD ON TUESDAY, JANUARY 8, 2019:  
1st Ms. Ritchie 
2ND Mr. Burke 
 Brown Burke Dineen McCammon McNamara Maroney Ochman Ritchie Stein 

Yes X X X X X X X X X 

No          

Abstain          

RESULT - MOTION PASSED (9-0-0) 
 
MOTION TO APPROVE THE MINUTES OF THE REGULAR MEETING OF THE BOARD OF EDUCATION HELD 

ON TUESDAY, JANUARY 8, 2019:  
1st Mr. Maroney 
2ND Mr. Dineen 
 Brown Burke Dineen McCammon McNamara Maroney Ochman Ritchie Stein 

Yes X X X X X X X X X 
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No          

Abstain          

RESULT - MOTION PASSED (9-0-0) 
 
MOTION TO APPROVE THE MINUTES OF THE SPECIAL MEETING OF THE BOARD OF EDUCATION HELD 

ON TUESDAY, JANUARY 15, 2019:  
1st Mr. Maroney 
2ND Mr. Burke 
 Brown Burke Dineen McCammon McNamara Maroney Ochman Ritchie Stein 

Yes X X X X X X X X X 

No          

Abstain          

RESULT - MOTION PASSED (9-0-0) 
 
6.  Board Committee Reports Mrs. Ochman, Chair,  
          at 7:46 p.m. (0:01) 
 

PRESENTATIONS AND DISCUSSIONS 
 
7.  Presentations/Discussions: 
 

a. Presentation of Proposed Dr. Susie Da Silva/ 
New Courses for Darien High  Mrs. Ellen Dunn 

  School for the 2019-2020      at 7:46 p.m. (0:01) 
  School Year 
 

b. Report on Enhancements of     Dr. Susie Da Silva 
Technology and Computer     at 8:11 p.m. (0:26) 

           Education Courses at Middlesex 
 Middle School           
  

c. Follow Up Discussion on Dr. Elliott Landon 
Unfinished Business and at 8:18 p.m. (0:33) 
Possible Modifications to      

 2019-2020 Proposed Board 
 of Education Budget 
 

d. Further Discussion and    Dr. Elliott Landon/ 
Possible Action on Board at 9:50 p.m. (2:05) 
Master Agenda - February  
through August 2019  
       

MOTION TO APPROVE THE MASTER AGENDA - FEBRUARY THROUGH AUGUST 2019:  
1st Ms. Ritchie 
2ND Mr. Burke 
 Brown Burke Dineen McCammon McNamara Maroney Ochman Ritchie Stein 

Yes X X X X X X X X X 

No          

Abstain          

RESULT - MOTION PASSED (9-0-0) 
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  9.  Public Comment   Mrs. Ochman, Chair,  
   at 9:55 p.m. (2:10) 
 
10.  Adjournment     Mrs. Ochman, Chair,  
           at 9:55 p.m. (2:10) 
           
MOTION TO ADJOURN: 
1st Mr. Dineen 
2nd Ms. Stein 
 Brown Burke Dineen McCammon McNamara Maroney Ochman Ritchie Stein 

Yes X X X X X X X X X 

No          

Abstain          

RESULT - MOTION PASSED UNANIMOUSLY (9-0-0) 
 
Meeting adjourned at 9:55 p.m. (2:10)    

 
Respectfully Submitted, 
 
Kathrine Stein, 
Secretary 
 
 

 
 



1 
 

APPROVED 
SPECIAL MEETING OF THE BOARD OF EDUCATION 

Tuesday, January 29, 2019 
 
PLACE: 
DARIEN PUBLIC SCHOOLS 
ADMINISTRATIVE OFFICES 
BOARD OF EDUCATION CONFERENCE ROOM 
7:00 P.M. 
 
BOARD MEMBERS PRESENT: 
 Brown Burke Dineen McCammon McNamara Maroney Ochman Ritchie Stein 

Present X X X X X X X X X 

Absent          

 
ADMINISTRATION PRESENT:  
Dr. Landon, Dr. Da Silva, Ms. Klein, and Ms. Cion 
 
AUDIENCE:  Approximately 75 
 
1.  Call to Order  Mrs. Tara B. Ochman, Chair,  

at 7:02 p.m. (0:00) 
 

2.  Public Hearing on 2019-2020 Mrs. Tara B. Ochman  
Superintendent’s Proposed      at 7:02 p.m. (0:00) 
Budget 
 
Speakers 

  1. Julie Best 38 Red Rose Circle/ Sara Parent 227 Hollow Tree Ridge Road CDSP 
  2. Leila Buckjune 12 Dubois Street/ Michele Treacy 13 Dubois Street CDSP 
  3. Anne Fox 1741 Post Road CDSP 
  4. Renee Bae 11 Sunswyck Road CDSP 
  5. Amy Daniels 94 Old Kings Highway South 
  6. Doreen Godfrey 1 Red Mill Lane 
  7. Michael Mullin 8 Nickerson Lane 
  8. Carl Altoe 36 Coachlamp Lane 
  9. Alex Hall 14 Chester Road 
10. Kadi Lublin 24 Maplewood Drive 
11. John Long 400 Mansfield Avenue 
12. Samantha Gault 46 Birch Road 
13. Amy Zerbe 9 Morehouse Drive 
14. Lisa Cerussi 12 Rings End road 
15. Kelly DuPont 55 Allwood Road SEPAC 
16. Joslyn Delancey DEA President 
17. Nick Giotis 10 Ward Lane DHS Swim and Dive  
18. Pragun Sharma 137 Hollow Tree Ridge Road DHS Swim and Dive 
19. Connor Zelinski 28 Oakshade Avenue DHS Swim and Dive 
20. Mike Murray 11 Miles Road  
21. Brian Stobbie 1 Salt Box Lane 
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3.  Further Review of 2019-2020     Mrs. Tara B. Ochman  
Superintendent’s Proposed Budget                                         at 8:04 p.m. (1:02) 
  
4.  Discussion of Proposed     Mrs. Tara B. Ochman 
Legislation SB-454 and     at 9:00 p.m. (1:58) 
SB-457 
 
5. Adjournment     Mrs. Tara B. Ochman  

at 9:09 p.m. (2:07)    
MOTION TO ADJOURN: 
1st Mr. Burke 
2nd Mr. Maroney 
 Brown Burke Dineen McCammon McNamara Maroney Ochman Ritchie Stein 

Yes X X X X X X X X X 

No          

Abstain          

RESULT - MOTION PASSED UNANIMOUSLY (9-0-0) 
 
Meeting adjourned at 9:09 pm (2:07)    

 
Respectfully Submitted, 
 
Kathrine Stein, 
Secretary 
 
 
  
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 









































 

DARIEN PUBLIC SCHOOLS 
 
                                        Contemplated Gift Form 
 
 
Gift intended for:                                      Person(s) or Group Offering Gift(s) 
     (Check appropriate responses) Virginia Ferrante-Iqbal 
                                                                 1801 W. Chicago Avenue #2W 
_____Hindley                                           Chicago, IL 60622 
_____Holmes                                              
_____Ox Ridge 
       Contact person-This may be a  
                                               gift giver or a building administrator 
_____Royle          Name:    Richard Sadlon    
           Address: Director of Music  
_____Tokeneke             __________________  
               __________________ 
_____Middlesex Middle School 
            Tele.:  203-655-3981 ext: 2329  
    X    Darien High School            ______________ 
            Fax.      __________________  
_____District            e-mail   RSadlon@darienps.org 
 
Description of proposed gift(s), including the form in which it (they) will be given 
(e.g.  money, materials, services, etc.) and for what purpose(s).  The description 
has to be sufficiently specific to allow administration to determine whether items 
2, 3, or 4 of the guidelines specified in “Administration Regulation JG-Public Gifts 
to the Schools” apply. 
 
Mrs. Virginia Ferrante-Iqbal, a former resident of Darien, has generously donated 
a Gliga Italian made viola, bow, case and music stands to the Darien Music 
Department. The instrument, in excellent condition, will be used by teachers or 
by older, more experienced high school viola students in the district who have an 
instrument in for repair, for an emergency instrument malfunctions or for high 
school students who may have a demonstrated financial need. The value of the 
instrument and accessories has been appraised by the Atelier String Shop in 
Greenwich at $3,488.00. (viola $3,000, case $212, bow 216, stands $60) 
 
 
 
 
 
 
 
 



 
 
Please answer the following questions. 
 
Is the value of the gift(s) $ 500.00 or more?      __X_Yes     ____No 
     Note: If the proposed gift involves donated materials or 
               services, please place an estimated dollar value 
               on them. 
 
If your answer to the previous question is Yes, please check one of the following 
categories of value for the proposed gift(s):  
 
     ____     500-1,000              _____  5,000-10,000 
 
     ____    1,000-2,000            _____10,000-15,000 
 
    _____   2,000-3,000           _____ 15,000-20,000 
 
    ___X_  3,000-4,000           _____  20,000+ 
 
     _____ 4,000-5,000   
 
 
                                              Do not write below this line 

 
Status:   Date received by Superintendent________________ 
               
               Notes on actions by Superintendent of Schools- 
 
 
 
               Actions, if any, by the Board of Education- 
 
 
 
 
 
               Final disposition of the gift offer-   
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Curriculum and Instruction 

Goal:  Improve the vertical alignment of curriculum, implementation and access to innovative, best 
practices in teaching and learning across content areas (K-12). 

February Update 

● Learning Rounds implemented: 
○ Elementary Directors: Department Chairpersons 
○ Elementary Directors/Department Chairpersons: Building-Level Administration 
○ Assistant Superintendent(s): Department Chairpersons/Directors 
○ Assistant Superintendent(s): Building-Level Administration 

● Implementation of the district’s Responsive Curriculum Model. 
● Co-creation/Collaboration of curriculum across Directors/Chairpersons 
● Provide the Board of Education and public with a series of Curriculum Updates provided over 

the course of the 2018-2019 school year: 
○ Example: K-12 ELA Update: November 13, 2018 

 
*A series of curriculum updates will continue in the 2019 school year.  
Next update: Science, February 26, 2019 and Mathematics, February 26, 2019 
To come:  
Social Studies, April 9, 2019 
Health Education, April 23, 2019 
Update on Department Chairpersons Priorities, May 14th 

June Update 

 

Goal: Provide students with experiences in mathematics that build on students’ conceptual 
understanding, and ability to think and solve problems in multiple ways. 

February Update 

● Presentation to be shared early 2019 
● All teachers of grades K-2 (including special education teachers)will implement Math in Focus  

○ Professional development provided to all teachers, including special education teachers 
and SRBI specialist 

○ Co-Teaching lessons with Math Program Director 
○ PLC’s held at each school 
○ Building Based PD: Math Specialists are providing support in the classroom, Unpacking chapters 

at PLCs,  Curriculum Resource Documents, Classroom Visitations 
 

● Grades 6-8 math research team will study the implications of the adopted Math in Focus 
program on MMS and make recommendations for next steps. 

○ Collaborative study sessions: Grade 5 to 6 Articulation Team   
■ Members of the team review units of study, (fractions and decimals); and meet 

to discuss the placement process and transition to middle school, conduct 
inter-school visitations of classrooms to gain a perspective on the similarities and 
differences between elementary and middle school math. 

https://docs.google.com/presentation/d/1X9JAHPsYRcp7dmpoJkGMbe39s6AcmtrgBuWDyuawzU8/edit?usp=sharing
https://docs.google.com/presentation/d/1FAyaZXNVbYStPZIMF3QF1ETjeTZawl5GZwMHUjqOIoE/edit?usp=sharing
https://docs.google.com/presentation/d/1ORKd3BDVP1sBuvUAcNulN08Ihe61iX_zWns8nJfNINI/edit#slide=id.g45c7d75c79_0_89
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○ Secondary Math Research Team   
■ Members of the team will review and pilot possible resources to be used at the 

middle school level to align with the Math in Focus program being implemented 
at the elementary level.  Members will be attending awareness workshops ( 
scheduled for Dec. 12 and Jan. 24), will pilot a unit of study at each grade level, 
and will research what other districts in DRG-A are using. 

● Parents will be made aware of how children will be learning mathematics at the elementary 
level through a variety of mediums. 

○ Parent workshops  
○ “Chat and Chews” at the elementary level 
○ Parent newsletters  
○ DPS magazine 
○ PTO meetings 
○ Elementary Math Website- 

https://sites.google.com/darienps.org/elementary-math/home?scrlybrkr 
 
*Presentation: Mathematics, February 26, 2019 

June Update 

 

Goal: Actualize the vision of the re-imagined library with a physical and digital destination that 
supports: 

● independence and collaboration 
● inquiry, creativity, and reflection 
● an inspirational, dynamic, and well-resourced space.  

February Update 

● District-based committee developed a vision for LMC 
● School-based committees developed individualized visions for LMC for each school 
● Plans in the process of being developed in collaboration with Creative Library Concepts 

○ Meetings to discuss plans with building-based leaders and LMS 
○ Drafts created and revised 

● Continued to provide professional development to our Library Media Specialists on best 
practices in ISTE and AASL standards 

● Pursuing ISTE certification for staff  
● Shared spring 2018 BOE presentation with the Darien Community Fund 

 
*Presentation planned for late spring 2019 

June Update 

 

Goal: Provide students with a digital and media literacy experience through an integrated approach 
in Library Media and content area learning. 

February Update 

● Identified high priority ISTE and AASL standards 

https://docs.google.com/presentation/d/1ATiEnkKmZ2va7HiLQdbOghQ2HB-Im8fAmuR1fHDKQ1M/edit?ts=5bf3113d#slide=id.g446e3562a5_0_0
https://docs.google.com/document/d/1ULT5X7kis__CGpn6drn4-Q9yzk-eIiAVj2V8yvZcHcY/edit?ts=5beb0ab8
https://sites.google.com/darienps.org/elementary-math/home?scrlybrkr
https://docs.google.com/presentation/d/1ORKd3BDVP1sBuvUAcNulN08Ihe61iX_zWns8nJfNINI/edit#slide=id.g45c7d75c79_0_89
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● Elementary Social Studies/Science units revised to reflect integration of the library 
media specialists where appropriate 

 
*Presentation planned for late spring 2019 

June Update 

 

Goal: Support students in being productive citizens and practicing healthy behaviors through a 
Whole School, Whole Community, Whole Child Model for health & wellness. 

February Update 

Create a Scope and Sequence for PK-12 for a skills-based health education curriculum 
○ New scope and sequence PK-12 developed- in consideration of new graduation 

requirements  
○ Created DRAFT units and/or lessons 
○ Teacher website “digital curriculum” being created 

Continue the study of the SEL curriculum and develop a curriculum writing team, PK-12: 
○ Identify a scope and sequence PK-12 of Social Emotional Learning outcomes 
○ Train a core group of teachers in RC II and move forward to RC certification 
○ Create integrated units and/or lessons where appropriate 
○ Identified assured practices, PK-8 in support of the school climate/community 
○ Finalize the SRBI structure for behavior  
○ Plan for and make revisions on the elementary progress report based to align to SEL 

outcomes 
○ Implement components of Responsive Classroom (PK-8) and provide professional 

development across all staff  
Extracurricular Commitment Courses: 

● Implement Courses 1 and 2 as a component of the extracurricular activities 
● Create Course 3 as a component of the extracurricular activities 

 
*Presentation Planned for April 23,2019 

June Update 

 

Goal: Students will engage in a culminating experience that evidences individual growth over time 
across one or more grade levels and within multiple disciplines. 

February Update 

Fully implement digital portfolio process at Middlesex Middle School (Pilot completed in 2017-18) 
 
Explore digital portfolio initiative and potential pilot at Darien High School 
 
MMS: 

● Establish MMS Capstone Committee  
● Set-Up Digital Portfolio  for Grades 6-8 
● Identify items to be captured in portfolio by department & grade level  

https://docs.google.com/document/d/1ApPafr9KloVAjpGmjRnpfBAzdw6whjn5BOFIN_AMidM/edit?usp=sharing
https://docs.google.com/document/d/1H4h7Qx3ylyXuHYREJ-U7D-a6X-1eiO4j6kyZMWDjyuE/edit?usp=sharing
https://docs.google.com/presentation/d/1YpiHp6_SDV4dAO9glqOyndwEImFUp6Eq7pFC-7wdSJs/edit?usp=sharing
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● Parent presentations in Spring 
*Staff PD to be on-going throughout the year 
 
 
DHS 

● Initiate ground work for a digital portfolio with the DHS Technology Committee and 
administration in consideration of new graduation requirements (presentation April 9, 2019) 

 
*Presentation Planned for May 14, 2019 

June Update 

 
 
 

Business 

Goal: Create a structure of security and workflow to ensure greater control of operations.  

February Update 

New workflow rules were implemented assigning access to specific groups of employees.   This now 
streamlines the process during onboarding and offboarding.   

June Update 

 

Goal: Continue District’s efforts toward paperless alternatives.  

February Update 

Ongoing- Individual online access for electronic W-2 and Payroll check retrieval. 

June Update 

 
 

Goal: Ensure compliance with new requirements of Section 10-10c of the Connecticut General 
Statutes.  

February Update 

The implementation of the State of Connecticut’s online Education Finance System (EFS) for financial 
reporting was successfully completed in September meeting all State requirements.   

June Update 
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Special Education 

Goal: Early Learning Program (ELP) staff will be trained on the Connecticut Documentation and 
Observation for Teaching System (CT DOTS) and implement the systematic structure to (a) assess 
student development, (b) collect data on developmental progress, and (c) create individualized 
educational experiences based on students’ developmental levels. 

February Update 

● Connecticut Documentation and Observation for Teaching System (CT DOTS) training was 
held on October 1 and 8, 2018 for ELP special education teachers and paraprofessionals 

● Progress monitoring outcomes utilizing CT DOTS were presented to parents at December 
Parent Conferences 

● Professional development for the electronic CT DOTS was held on January 18, 2019 
● Implementation of electronic CT DOTS began in February, 2019 

June Update 

 

Goal: Professional development related to the implementation of current exemplary assessment 
tools, practices, and data collection for special education staff will inform IEP goal development, 
mastery criteria, and instructional practices. 

February Update 

Workshops were held on November 6, 2018 on targeted instruments to assess (1) attention and 
executive functioning, (2) language and communication, (3) sensorimotor functions, (4) visuospacial 
functions, (5) learning and memory, (6) social perception, and (7) integrated language and literacy. 

● TILLS: Test of Integrated Language and Literacy (PK-12 Speech/Language Pathologists) 
● D-KEFS: Delis-Kaplan Executive Function System (PK-12 School Psychologists) 
● NEPSY-2: A Developmental NEuroPSYchological Assessment (PK-12 School Psychologists) 

 
K-5 special education and general education teachers participated in professional development on 
November 6, 2018, in the following curriculum areas and instructional practices: 

● Math: Math in Focus and Strategies for the Struggling Mathematician 
● Literacy: Reading Strategies Book and Guided Reading Programs (Fountas & Pinnell) 
● Responsive Classroom 
● Supporting English Language Learners 

 
Workshops were held on January 18, 2019 on the following assessments:  

● WRMT: Woodcock Reading Mastery Test (Special Education Teachers, K-5) 
● Best Practices in Assessment and Intervention for Feeding & Swallowing (Speech/Language 

Pathologists, PK-12) 
● FBA (Part 1): Functional Behavior Assessment (School Psychologists and Behavior Analysts, 

PK-12) 
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Workshops were held on February 15, 2019 for continued development on the administration and 
analysis of targeted instruments to assess (1) reading mastery, (2) language and literacy, and (3) 
function-based behavioral interventions: 

● WRMT: Woodcock Reading Mastery Test (Special Education Teachers, K-5) 
● TILLS: Test of Integrated Language and Literacy (Speech/Language Pathologists, PK-12) 
● FBA (Part 2): Functional Behavior Assessment (School Psychologists and Behavior Analysts, 

PK-12) 
 
Dialectical Behavior Therapy (DBT) workshops were held by Cognitive Behavioral Consultants (CBC) 
to all mental health professionals and targeted special education teachers grades PK-12.  

● CBC continues on-going collaboration with MMS and DHS professionals and has been in 
residence 4.5  days. Bi-weekly meetings with MMS and DHS professionals are held with our 
CBC consultant.  

 
Ongoing training from the New England Center for Children (NECC) in the use of the Autism 
Curriculum Encyclopedia (ACE) to assess student baseline and progress (academic and 
social/behavioral) in DLC and ELP programs.  

● ELP and DLC paraprofessionals participated in training on inclusive practices in general 
education classrooms on December 5, 2018. 

● ELP and DLC program staff participated in full day consultation on the implementation of 
ACE with students on January 14, 2019. Additional professional development and 
consultation days with NECC will take place in spring 2019. 

June Update 

 

Goal: The implementation of research-based models of co-teaching (e.g., station teaching). 

February Update 

● Dr. Marilyn Friend continues to provide coaching and implementation of best practices in 
specially designed instruction (SDI) to general and special education special teachers in MMS 
and DHS .  

● Dr. Friend was in residence on August 27 and 28, 2018, and January 14 and 15, 2019. Dr. 
Friend will be in residence on April 8 and 9 and May 7 and 8, 2019. 

June Update 

 

Goal: To continue the implementation of best practices in IEP goal writing for special education 
teachers, psychologists, speech and language pathologists, behaviorists (i.e., BCBA, BCaBA), 
occupational therapists, physical therapists, teacher of the hearing impaired, and teachers of the 
visually impaired.  



District Goal Update: February 2019 
7 

February Update 

● Ongoing Professional Learning Community (PLC, elementary) and Department Meetings 
(secondary) emphasis on writing and implementing SMART (Specific, Measurable, Achievable, 
Relevant, and Time-bound) goals.   

● January 18 and February 15, 2019 professional development days focused on assessment 
administration and analysis to support writing data-based SMART goals.  

June Update 

 

Goal: To be a community resource on educational and clinical topics of interest. 

February Update 

● Co-sponsored CDSP parent coffees on various topics throughout the 2018-2019 school year 
● Continued collaboration with SEPAC on shared initiatives 
● Dr. Marilyn Friend Parent Presentation - January 14, 2019 
● Articulation to DHS Parent Coffee - January 30, 2019 
● Articulation to MMS Parent Coffee - February 11, 2019 
● Articulation to Kindergarten Parent Coffee -Scheduled to be held on March 28, 2019 

June Update 

 
 

  
Human Resources 

Goal: To continue the review, revision and updating of district policies. 

February  Update 

● Four policies were submitted to the Board of Education on November 13, 2018 and were 
approved on November 27, 2018. Changes to Board Policy 4425 will be discussed at this 
meeting. Additional policies will be presented to the Board  in the spring. 

June Update 

 

Goal: To conclude negotiations and arbitration proceedings. 

February Update 

● Negotiations with the paraprofessionals were concluded in the fall without the need for 
arbitration. 

● Negotiations with the Custodians, Maintenance and Cafeteria Workers will begin shortly. We 
will solicit input from the Board of Education prior to negotiations. 

June Update 
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Goal: To expand upon current recruitment strategies. 

February Update 

● We have contacted local teacher preparation institutions with requests to assist us in 
promoting an in-district recruitment fair. We have received mixed feedback and are 
continuing to explore the option of scheduling our in-district recruitment fair so that it does not 
conflict with fairs sponsored by these institutions. Calendar may be an issue. 

● Teacherjobfairs.com offers a web platform to promote in-district job fairs. At this time, we are 
not comfortable with using this site as the sole means of promoting our in-district fair. 

June Update 

 

Goal: To study the possibility of integrating the functions of Applitrack and Aesop as well as online 
onboarding. 

February Update 

● We have implemented the interface between Applitrack and Aesop. Demographic information 
from Applitrack is  now automatically  populating our Aesop system when a candidate is 
hired.. 

● We have met with Frontline Solutions (our absence and recruitment software provider) and 
are awaiting a proposal for implementing  online onboarding.  

June Update 

 

 
 

Community 

Goal: Understand the school district’s climate through the collection of meaningful feedback. 

February Update 

● Review, revise and administer a school climate survey. 
● Analyze/Process Feedback 
● Determine next steps 

June Update 

 

Goal: Ensure that families are updated on key issues/topics in the district.  

February Update 

Implement the following strategies: 
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● Parent workshops 
● Newsletters: curriculum letter, budget letter to come in January 2019 
● News of the Week 
● Website(s) 

June Update 

 

 
 

Facilities 

Goal: Continue to review/implement security enhancements. Make recommendations for future 
projects related to the safety and security of school buildings. 

February Update 

We have added a panic alarm/lockdown system at all the schools.  We have added more secure 
vestibules at 2 locations and have expanded the camera system.  We are exploring options for 
reducing vehicle and pedestrian traffic at the High School, and have engaged the services of a civil 
engineering firm to assist us. 

June Update 

 

Goal: Review projects within the 5 year plan. 

February Update 

Update on existing Capital Projects was sent to the Business Office last week to be distributed to the 
BOE.  Presentation of updated 5 year plan was made at the November 27th BOE meeting.  The 
Capital Plan has been presented to the RTM and the Board of FInance, the building tour is scheduled 
for March 16. 

June Update 

 

Goal: Review the renovation of Ox Ridge Elementary School. 

February Update 

Educational Specifications were developed by a team from the school district.  The Educational 
Specifications were turned over to the BOE, who approved them earlier this year.  The 
recommendation was made from the BOE to the Board of Selectmen (BOS) that a Citizen’s Building 
Committee be formed to address this project.  The BOS has appointed a BUilding Committee which 
has met twice and is in the process of developing an RFP for an architect. 

June Update 
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Technology 

Goal: Ensure that students have access to digital learning through the implementation of the Darien 
Technology Plan (Year 3) 1:1 Roll-out for Grades 5 & 9  

February Update 

In 2018-19, Darien will be 1:1 in the following grades: 
Grade 4: Chromebook carts in classrooms 
Grades 5-8: Chromebooks (home-school) 
Grades 9-11: iPads 
 
**Roll-Out Complete** 

June Update 

 
 
 



Memorandum 
 

To: Board of Education 
 
From: Marge Cion 
 Michael Burke 
 
Date: February 26, 2019 
 
 
Re:  Repeal Current Policy 4425 and Replace with new Model Policy 4425 
 
In January 2017, the State of Connecticut Department of Emergency Services and Public 
Protection (“DESPP”) and the Federal Bureau of Investigation (“FBI”) implemented 
significant new requirements in connection with the collection, storage, dissemination and 
destruction of Criminal Justice Information (“CJI”).  At that time, DESPP provided the 
District with a compliance checklist which included, among other items, required training for 
employees handling CJI, acceptable means of the storage and disposal of CJI and the 
requirement that the Board of Education maintain a policy reflecting these new mandates.  At 
the time, the Board of Education had in effect Policy 4425, adopted on November 22, 2016. 
This policy was Shipman and Goodwin’s model policy which, at the time, met all of DESPP’s 
requirements. 
 
During a routine audit by DESPP this year, DESPP noted that our current Policy 4425 does 
not comply with some recent changes to the FBI requirements. Shipman and Goodwin’s web 
site no longer includes a model policy relating to Criminal Justice Information so we reached 
out to Gwen Zittoun who sent us the following email: 
 
“The Board is required to maintain written procedures to address the protection of Criminal 
Justice Information and Criminal History Record Information, which information the 
school district possesses for purposes of employee background checks.  The Federal Bureau 
of Investigation updated its recommended procedures in June 2017, soon after the Board 
adopted its Administrative Regulations 4425, Use and Disclosure of Criminal Record 
Information.  The CT Department of Emergency Services and Public Protection 
recommends that boards of education adopt its sample policy on this topic, as its sample 
complies with the FBI’s updated requirements.  Shipman & Goodwin no longer maintains a 
model policy on this topic and recommend use of the Department’s sample.  As such, it is 
recommended that the Board replace Administrative Regulations 4425 with the sample 
procedures offered by the Department of Emergency Services and Public Protection.” 
 
We are therefore asking the Board of Education to repeal the current Policy 4425 and replace 
it with a new policy that complies with the current FBI requirements. Both policies are 
attached to this memorandum. 
  
 
 
 



DARIEN PUBLIC SCHOOLS 

Darien, Connecticut 

 
 

     Series 4425: PERSONNEL 

      Policy R - 4425 

 
         

 

ADMINISTRATIVE REGULATIONS FOR THE  

USE AND DISCLOSURE OF CRIMINAL JUSTICE INFORMATION 

 

Each applicant for a position with the District shall be required to submit to state and national 

criminal record checks in accordance with the District’s Employment Checks Policy and 

applicable law.  In addition, certain volunteers may also be required to submit to state and 

national criminal record checks in accordance with the District’s Volunteers Policy.  All results 

and accompanying information shall be considered “Criminal Justice Information” or “CJI” 

(each as more fully defined herein) and shall be maintained, used and disclosed in accordance 

with these regulations.  

 

A.  Definition and Scope 

 

For purposes of these regulations: 

 

“Criminal Justice Information” or “CJI” means the results of any state or federal criminal 

records check of an employee, contractor or volunteer, any applicant or prospective employee, 

contractor or volunteer, and all copies thereof. 

 

“Criminal Justice Information Officer or “CJI Officer” means the individual appointed by the 

Superintendent to be responsible for the use, disclosure and safeguarding of CJI in the District, 

and to serve as the District’s primary point of contact for matters relating to CJI and these 

regulations. 

 

“Permitted Individual” means an individual designated by the Superintendent, or his or her 

designee, who may access CJI.  Permitted Individuals may include, but shall not be limited to, 

District human resources personnel, certain administrators and certain administrative staff.  

 

These regulations apply to all CJI in the possession or control of the District, in any form or 

format, including but not limited to CJI incorporated or contained in correspondence, 

documentation or reports of the District.   

 

 

 

B. Responsibility 

 

The Director of Human Resources shall serve as the District’s CJI Officer. 
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C.  Requesting Criminal Justice Information 

 

The District shall request CJI from an employee, contractor, applicant or volunteer or potential 

employee, contractor or volunteer only as permitted or required by law or District policy.  

 

D. Use of Criminal Justice Information 

 

 1) The Superintendent, or his/her designee, shall designate those individuals who 

shall be considered Permitted Individuals for purposes of these regulations.  No other District 

employee or staff person may access or use CJI for any reason without obtaining prior written 

approval from the CJI Officer or his/her designee.  A Permitted Individual shall use CJI only as 

permitted or required by District policy or law.  

 

 2) The District shall ensure that each Permitted Individual satisfies the applicable 

legal screening requirements prior to granting the Permitted Individual access to CJI, including:  

 

 If the Permitted Individual is a resident of Connecticut, the District shall screen the 

Permitted Individual through a Connecticut and national fingerprint-based record check 

within 30 days of designation as a Permitted Individual; or 

 

 If the Permitted Individual is not a resident of Connecticut, the District shall conduct state 

and national fingerprint-based record checks and follow FBI guidance regarding 

additional screening requirements.  

 

The CJI Officer may consult with the Connecticut Department of Emergency Services and 

Public Protection on execution of the screening requirements.  

 

 3) The District may immediately terminate a Permitted Individual’s access to CJI, 

with or without cause at the discretion of the Superintendent, CJI Officer, or their designees, and 

the District shall immediately terminate a Permitted Individual’s access to CJI upon termination 

of the Permitted Individual’s employment or contract with the District.  The District shall 

reconsider a Permitted Individual’s continued access to CJI upon any reassignment or 

modification to professional responsibilities. 

 

E. Maintenance and Safeguarding  

 

 1)  CJI shall be maintained in only the locations, files and information systems 

designated by the District (the “Controlled Areas”).  The Controlled Areas shall be limited to 

only Permitted Individuals or other authorized personnel and locked when unattended.  

 

 2) The District shall restrict access to CJI to only Permitted Individuals.  In the event 

the District determines that it is unable to reasonably restrict access in accordance with this 

Section, all CJI shall be maintained in encrypted format, in a manner consistent with then-current 

legal requirements and industry standards.  

 



3 

 3) No District employee may remove CJI from a Controlled Area without prior 

written approval of the CJI Officer.  In the event the transport of CJI out of a Controlled Area is 

necessary for a legitimate function or activity, the CJI Officer shall develop a protocol to ensure 

the protection the CJI while in transport and while outside of the Controlled Area.  

 

 4) The District shall implement the following safeguards for CJI maintained in paper 

format: (i) maintain paper records in a physically secure location; (ii) post notice of restricted 

access to paper records; and (iii) utilize an access log or sign-in sheet to record access to paper 

records.  

 

 5) The District shall implement safeguards required by the Criminal Justice 

Information Services (CJIS) Security Policy for CJI maintained in electronic format, including, 

but not limited to, the following procedures: (i) maintain CJI on secure electronic systems and 

media; (ii) position information systems in such a way as to prevent unauthorized individuals 

from accessing and viewing CJI; (iii) store electronic media containing CJI in a secure location; 

(iv) instituting access controls to limit access to Permitted Individual; (v) validate and 

authenticate information system users accessing CJI; (vi) develop protocols for configuration 

management and providing necessary access for system modifications and maintenance; (vii) 

provide the capability to detect and protect against threats to the integrity of CJI; (viii) develop 

parameters (including time stamps) for auditing electronic systems containing CJI; and (ix) 

institute media protection policies and procedures.  

 

F. Disclosure of Criminal Justice Information 

 

 1) Permitted Individuals may disclose CJI as follows:  

 

(i) to District employees or staff upon prior written approval of the 

Superintendent, CJI Officer or their designees when, in their reasonable 

discretion, such disclosure is reasonably necessary for the performance of District 

function or policy and is consistent with applicable law;  

 

(ii) to third-party individuals or entities, including but not limited to advisors, 

attorneys and electronic and hard copy record and storage companies (each a 

“Recipient”) when such disclosure has been approved by the Superintendent, CJI 

Officer or their designees, and is consistent with applicable law; and 

 

(iii) as required or otherwise permitted by law.  

 

2) The District shall log each instance in which CJI is disclosed pursuant to these 

regulations.  

 

G.  Security Incident Response.  

 

 1) For purposes of these regulations, “Security Incident” means the actual or 

suspected acquisition, access, use, or disclosure of CJI in a manner not permitted by these 

regulations or applicable law. 
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 2) District employees and staff must immediately report a Security Incident to the 

CJI Officer.  

 

 3) The CJI Officer shall investigate, collect relevant evidence and respond to all 

Security Incidents.  

 

 4) The CJI Officer will document each Security Incident, including, but not limited 

to, the details of the Security Incident, the District’s response, the outcome, steps taken to 

mitigate harm to affected individuals, and any changes to District policies or security procedures 

to avoid reoccurrence of the Security Incident.  

  

 5) The District shall require in writing any Recipients to report to the District any 

Security Incidents without unreasonable delay after discovery of a Security Incident.  The 

Recipient’s notice to the District shall include: (a) the identification of each individual whose CJI 

has been, or is reasonably believed by the Recipient to have been, accessed, acquired, or 

disclosed during the Security Incident; and (b) other available information that the District 

reasonably requests with respect to its investigation or that the District is required to include in 

notifications to affected individuals or governmental agencies.  The Recipient shall promptly 

update its original notice to the District as additional information becomes available. 

 

 6) The District shall notify affected individuals and/or appropriate government 

agencies to the extent required by law or as otherwise determined appropriate by the District in 

its reasonable discretion.  

 

H. Auditing 

 

 1) The District shall implement audit and accountability controls to increase the 

probability of Permitted Individuals conforming to the requirements of these regulations and 

applicable law.  At a minimum, the auditing and accountability controls shall generate sufficient 

information to establish, with respect to the access, use or dissemination of CJI, what events 

occurred, the sources of the events and the outcome of the events.  

 

 2) The CJI Officer shall review audit reports at least weekly.  Audit reports that 

indicate potential inappropriate activity shall be investigated as a Security Incident in accordance 

with these regulations.  

 

I. Record Retention 

 

 1) The District shall maintain CJI consistent with current record retention laws. 

Records containing CJI shall be stored for extended periods only when they are key elements for 

the integrity and/or utility of case files and/or criminal record files.  

 

 2) The District shall maintain audit records and any transaction logs for at least one 

year.  
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 3) The District shall destroy all records containing CJI when the District is no longer 

required to keep CJI on file. 

 

I. Disposal and Destruction of CJI 

 

 1) For paper records containing CJI, destroyed means the records shall be disposed 

of in a manner that makes the CJI unreadable, indecipherable, and otherwise unable to be 

reconstructed, including but not limited to shredding or incinerating the records.  

 

 2) For electronic media containing CJI, destroyed means the records shall be 

disposed of or wiped of CJI using one of the following methods: (a) sanitize (electronically 

overwrite the media with non-sensitive data at least three times), (b) purging (degaussing or 

exposing the media to a strong magnetic field in order to disrupt the recorded magnetic 

domains), or (c) for inoperable media, destroying the media (disintegration, pulverization, 

melting, incinerating, or shredding).  In each instance, the method used shall render the CJI 

unreadable, indecipherable, and otherwise unable to be reconstructed.  

 

 3) The destruction of media pursuant to this Section shall be witnessed or carried out 

only by authorized personnel. 

 

 4) The District shall document the destruction of media pursuant to this Section and 

the method by which the media was destroyed. 

 

J.  Training 

 

 1) The District shall provide awareness training and education on these regulations 

and the use, disclosure and safeguarding of CJI to all District employees and staff persons with 

access to CJI, in accordance with then-current District training and education policies and 

procedures, provided that such training shall be provided within six (6) months of initial 

engagement and no less than biennially thereafter.  The District shall document the provision of 

all training and education provided hereunder.  

 

 2) The training shall address those topics required by then-current law or regulatory 

guidance.  

 

K. Sanctions 

 

Violations of these regulations shall be investigated by the District and may result in discipline 

or sanctions, up to and including termination of employment, all in accordance with then-current 

District policies and procedures and applicable collective bargaining rights and obligations.  

 

ADOPTED: November 22,  2016 

 

Legal References: 

 

Conn. Gen. Stat. 10-221d 
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Criminal Justice Information Services (CJIS) Security Policy, Version 5.4, United States 

Department of Justice, Federal Bureau of Investigation, Criminal Justice Information 

Services Division, October 6, 2015.  
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Darien, Connecticut 
 

________________________________________________________________________ 

 

 

Series 4000: Personnel 

Policy 4425 
 

Criminal History Record Information (CHRI) 

Proper Access, Use and Dissemination Procedures 
 

Purpose 

 

Each applicant for a position with the District shall be required to submit to state and 

national criminal record checks in accordance with the District’s Employment Checks 

Policy and applicable law. In addition, certain volunteers may also be required to submit 

to state and national criminal record checks in accordance with the District’s Volunteers 

Policy. All results and accompanying information shall be considered “Criminal Justice 

Information” or “CJI” (each as more fully defined herein) and shall be maintained, used 

and disclosed in accordance with these regulations. 

 

The following policies were developed using the FBI’s Criminal Justice Information 

Services (CJIS) Security Policy. The Darien Public Schools may complement this policy 

with a local policy; however, the CJIS Security Policy shall always be the minimum 

standard.  The local policy may augment, or increase the standards, but shall not detract 

from the CJIS Security Policy standards. 

 

Scope 

 

The scope of this policy applies to any electronic or physical media containing FBI CJI 

while being stored, accessed or physically moved from a secure location from the Darien 

Public Schools.  In addition, this policy applies to any authorized person who accesses, 

stores, and/or transports electronic or physical media. 

 

Criminal Justice Information (CJI) and Criminal History Record Information 

(CHRI)  

 

CJI is the term used to refer to all of the FBI CJIS provided data necessary for law 

enforcement and civil agencies to perform their missions including, but not limited to 

biometric, identity history, biographic, property, and case/incident history data. 

 

CHRI, is a subset of CJI and for the purposes of this document is considered 

interchangeable. Due to its comparatively sensitive nature, additional controls are required 

for the access, use and dissemination of CHRI. In addition to the dissemination restrictions 
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outlined below, Title 28, Part 20, Code of Federal Regulations (CFR), defines CHRI and 

provides the regulatory guidance for dissemination of CHRI.  

 

Proper Access, Use, and Dissemination of CHRI  

 

Information obtained from the Interstate Identification Index (III) is considered CHRI. 

Rules governing the access, use, and dissemination of CHRI are found in Title 28, Part 20, 

CFR. The III shall be accessed only for an authorized purpose. Further, CHRI shall only 

be used for an authorized purpose consistent with the purpose for which III was accessed. 

Dissemination to another agency is authorized if (a) the other agency is an Authorized 

Recipient of such information and is being serviced by the accessing agency, or (b) the 

other agency is performing noncriminal justice administrative functions on behalf of the 

authorized recipient and the outsourcing of said functions has been approved by 

appropriate CJIS Systems Agency (CSA) or State Identification Bureau (SIB) officials with 

applicable agreements in place. 

 

Personnel Security Screening  
 

Access to CJI and/or CHRI is restricted to authorized personnel.  Authorized personnel is 

defined as an individual, or group of individuals, who have been appropriately vetted 

through a national fingerprint-based record check and have been granted access to CJI data.  

Agencies located within states having passed legislation authorizing or requiring civil 

fingerprint-based background checks for personnel with access to CHRI for the purposes 

of licensing or employment shall submit fingerprint-based record check within 30 days of 

employment or assignment on all personnel with who have direct access to CJI, those who 

have direct responsibility to configure and maintain computer systems and networks with 

direct access to CJI, and any persons with access to physically secure locations or 

controlled areas containing CJI.  Agencies located within states without this authorization 

or requirement are exempted from the fingerprint-based background check requirement 

until such time as appropriate legislation has been written into law.  

 

Security Awareness Training 

 

Basic security awareness training shall be required within six months of initial assignment, 

and biennially thereafter, for all personnel who have access to CJI. 

 

Physical Security 
 

A physically secure location is a facility or an area, a room, or a group of rooms within a 

facility with both the physical and personnel security controls sufficient to protect the FBI 

CJI and associated information systems. The perimeter of the physically secure location 

shall be prominently posted and separated from non-secure locations by physical controls. 

 

Only authorized personnel will have access to physically secure non-public locations. The 

Darien Public Schools will maintain and keep current a list of authorized personnel.  All 

physical access points into the agency’s secure areas will be authorized before granting 

access.  The agency will implement access controls and monitoring of physically secure 
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areas for protecting all transmission and display mediums of CJI.   Authorized personnel 

will take necessary steps to prevent and protect the agency from physical, logical and 

electronic breaches.    

 

Media Protection  

 

Controls shall be in place to protect electronic and physical media containing CJI while at 

rest, stored, or actively being accessed.  “Electronic media” includes memory devices in 

laptops and computers (hard drives) and any removable, transportable digital memory 

media, such as magnetic tape or disk, backup medium, optical disk, flash drives, external 

hard drives, or digital memory card. “Physical media” includes printed documents and 

imagery that contain CJI. 

 

The agency shall securely store electronic and physical media within physically secure 

locations or controlled areas. The agency shall restrict access to electronic and physical 

media to authorized individuals. If physical and personnel restrictions are not feasible then 

the data shall be encrypted per Section 5.10.1.2.  

 

Media Transport  

 

Controls shall be in place to protect electronic and physical media containing CJI while in 

transport (physically moved from one location to another) to prevent inadvertent or 

inappropriate disclosure and use.  The agency shall protect and control electronic and 

physical media during transport outside of controlled areas and restrict the activities 

associated with transport of such media to authorized personnel. 

 

 

Media Sanitization and Disposal  

 

When no longer usable, hard drives, diskettes, tape cartridges, CDs, ribbons, hard copies, 

print-outs, and other similar items used to process, store and/or transmit FBI CJI shall be 

properly disposed of in accordance with measures established by Darien Public Schools.  

 

Physical media (print-outs and other physical media) shall be disposed of by one of the 

following methods:  

  

1) shredding using Darien Public Schools issued shredders.  

 

2) placed in locked shredding bins for On Site Shredding LLC to come on-site and 

shred, witnessed by Darien Public Schools personnel throughout the entire 

process. 

 

3) incineration using Darien Public Schools’ incinerators or witnessed by Darien 

Public Schools’ personnel onsite at agency or at contractor incineration site, if 

conducted by non-authorized personnel.   
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Electronic media (hard-drives, tape cartridge, CDs, printer ribbons, flash drives, printer and 

copier hard-drives, etc.) shall be disposed of by one of the Darien Public 

Schools’ methods: 

 

1) Overwriting (at least 3 times) - an effective method of clearing data from 

magnetic media. As the name implies, overwriting uses a program to write (1s, 

0s, or a combination of both) onto the location of the media where the file to be 

sanitized is located.  

 

2) Degaussing - a method to magnetically erase data from magnetic media. Two 

types of degaussing exist: strong magnets and electric degausses. Note that 

common magnets (e.g., those used to hang a picture on a wall) are fairly weak 

and cannot effectively degauss magnetic media.  

  

3) Destruction – a method of destroying magnetic media. As the name implies, 

destruction of magnetic media is to physically dismantle by methods of 

crushing, disassembling, etc., ensuring that the platters have been physically 

destroyed so that no data can be pulled. 

  

IT systems that have been used to process, store, or transmit FBI CJI and/or sensitive and 

classified information shall not be released from Darien Public Schools’ control until the 

equipment has been sanitized and all stored information has been cleared using one of the 

above methods.  

 

Account Management  

 

The agency shall manage information system accounts, including establishing, activating, 

modifying, reviewing, disabling, and removing accounts. The agency shall validate 

information system accounts at least annually and shall document the validation process.  

 

All accounts shall be reviewed at least annually by the designated CJIS point of contact 

(POC) or his/her designee to ensure that access and account privileges commensurate with 

job functions, need-to-know, and employment status on systems that contain Criminal 

Justice Information. The POC may also conduct periodic reviews.  

 

Remote Access 

  

The Darien Public Schools shall authorize, monitor, and control all methods of remote 

access to the information systems that can access, process, transmit, and/or store FBI CJI.  

Remote access is any temporary access to an agency’s information system by a user (or an 

information system) communicating temporarily through an external, non-agency 

controlled network (e.g., the Internet).  

 

The Darien Public Schools shall employ automated mechanisms to facilitate the monitoring 

and control of remote access methods. The Darien Public Schools shall control all remote 

accesses through managed access control points. The Darien Public Schools may permit 
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remote access for privileged functions only for compelling operational needs but shall 

document the rationale for such access in the security plan for the information system.  

 

Utilizing publicly accessible computers to access, process, store or transmit CJI is 

prohibited. Publicly accessible computers include but are not limited to: hotel business 

center computers, convention center computers, public library computers, public kiosk 

computers, etc.  

 

Personally Owned Information Systems  

 

A personally owned information system shall not be authorized to access, process, store or 

transmit CJI unless the agency has established and documented the specific terms and 

conditions for personally owned information system usage.  A personal device includes 

any portable technology like camera, USB flash drives, USB thumb drives, DVDs, CDs, 

air cards and mobile wireless devices such as Androids, Blackberry OS, Apple iOS, 

Windows Mobile, Symbian, tablets, laptops or any personal desktop computer.  When 

bring your own devices (BYOD) are authorized, they shall be controlled using the 

requirements in Section 5.13 of the CJIS Security Policy. 

 

Reporting Information Security Events  

 

The agency shall promptly report incident information to appropriate authorities to include 

the state CSA or SIB’s Information Security Officer (ISO). Information security events and 

weaknesses associated with information systems shall be communicated in a manner 

allowing timely corrective action to be taken.  Formal event reporting and escalation 

procedures shall be in place. Wherever feasible, the agency shall employ automated 

mechanisms to assist in the reporting of security incidents.  All employees, contractors and 

third party users shall be made aware of the procedures for reporting the different types of 

event and weakness that might have an impact on the security of agency assets and are 

required to report any information security events and weaknesses as quickly as possible 

to the designated point of contact. 
 

Policy Violation/Misuse Notification 
 

Violation of any of the requirements contained in the CJIS Security Policy or Title 28, Part 

20, CFR, by any authorized personnel will result in suitable disciplinary action, up to and 

including loss of access privileges, civil and criminal prosecution and/or termination.   

 

Likewise, violation of any of the requirements contained in the CJIS Security Policy or 

Title 28, Part 20, CFR, by any visitor can result in similar disciplinary action against the 

sponsoring employee, and can also result in termination of services with any associated 

consulting organization or prosecution in the case of criminal activity. 
 

 

 

ADOPTED:      
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