
Board of Education 
Darien, Connecticut 

 
 
 

WEDNESDAY, NOVEMBER 9, 2016 
SPECIAL MEETING OF THE BOARD OF EDUCATION 

 
PLACE: 

DARIEN PUBLIC SCHOOLS’ 
ADMINISTRATIVE OFFICES 

2nd FLOOR CONFERENCE ROOM  
6:30 P.M.   

 
1.  Call to order 
2. Executive session for the purpose of discussing attorney/client communication  
3.  Adjourn to public session 

 
 

ORGANIZATIONAL MEETING 
OF THE BOARD OF EDUCATION 

 

WEDNESDAY, NOVEMBER 9, 2016 
 
 

PLACE: 

DARIEN PUBLIC SCHOOLS’ 
ADMINISTRATIVE OFFICES 

MEETING ROOM 
7:30 P.M.  

  
1. Organizational Meeting of the Board of  

Education    -- Election of Officers…………    Mrs. Hagerty-Ross, 
       Senior Member of the Board 
 
 
 
 
 
 
 
 
 

 



REGULAR MEETING OF THE BOARD OF EDUCATION 
WEDNESDAY, NOVEMBER 9, 2016 

 
PLACE: 

DARIEN PUBLIC SCHOOLS’ 
ADMINISTRATIVE OFFICES 

MEETING ROOM 
7:45 P.M. 

 

TENTATIVE AGENDA 
 

   1. Call to Order……………………        Board Chairperson              7:45 p.m.  
 
    2.    Chairperson’s Report………….        Board Chairperson                      7:50 p.m. 
    
    3.    Public Comment………………..        Board Chairperson                         . 
 
    4.    Superintendent’s Report……….     Dr. Dan Brenner               8:00 p.m.                 
  
    5.  Approval of Minutes…………….       Board of Education                
  
    6. Board Committee Reports……..       Board Chairperson                           
        

    7. Presentations/Discussions……. 
 

  a.  Discussion on Proposed……… Dr. Brenner 
       Community Fund of 
       Darien Thriving Youth 
       Parent Survey 

 
   b.  Discussion and Possible…….    Dr. Brenner/ 
         Acceptance of Contemplated     Mr. Chris Manfredonia  
        Gift from the Blue Wave  
        Booster Club 
         

  c.  Presentation, Discussion and…  Dr. Brenner/  
       Possible Action on Proposed      Ms. Marjorie Cion 
       Changes to Board of Education  
       Policy 6510 - Class Size 

           



REGULAR MEETING OF THE BOARD OF EDUCATION 
WEDNESDAY, NOVEMBER 9, 2016 
 
 7.    Presentations/Discussions (cont.) 
 

 d.  Presentation, Discussion and… Ms. Cion/ 
      First Reading of Proposed          Mrs. Kathrine Stein 
      Changes to Board of Education  
      Policies: 

 4250 – Employee Checks 
 4400 – Social Media 
 4425 – Criminal Justice 

              
e.  Report on 2016-2017 District…  Mr. Michael Feeney 
     Budget and Action on Budget 
     Transfers 
       
f.   Presentation on Proposed…….  Mr. Feeney 
     Five Year Budget Projections 
      
 

   8.   Action Items  
 
   a.  Contract Agreement………..      Ms. Cion 
                  between the Darien  
        Education Association and 
        the Darien Board of  
        Education 
         
   b.  Contract Agreement………….    Ms. Cion 
        between the Darien 
        Administrators Association 
        and the Darien Board of 
        Education 
            

c.  Personnel Items…………………. Ms. Cion                            9:30 p.m. 
      i. Teacher Appointments 
     ii. Resignations  
     

 9.   Public Comment………………….        Board Chairperson                              
 

     10.   Adjournment…………………….          Board Chairperson                          
 
 
DB:nv 
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APPROVED 
REGULAR MEETING OF THE BOARD OF EDUCATION 

Tuesday, October 4, 2016 
 
PLACE: 
DARIEN PUBLIC SCHOOLS 
ADMINISTRATIVE OFFICES 
BOARD OF EDUCATION CONFERENCE ROOM 
7:30 P.M. 
 
BOARD MEMBERS PRESENT: 

 Burke Dineen Hagerty-
Ross 

Harman Martens McNamara Stein Sullivan Zuro 

Present          

Absent          

 
ADMINISTRATION PRESENT:  
Dr. Brenner, Dr. DaSilva, Ms. Klein, Ms. Cion, and Mr. Feeney.  
 
AUDIENCE:  Approximately 45  
 
1.  Call to Order        Mr. Harman, Chair, at 7:40 p.m.  
         (0:00) 
 
2.  Chairperson's Report      Mr. Harman at 7:40 p.m. (0:00) 
 
3.  Public Comment       Mr. Harman at 7:40 p.m. (0:00) 
 
4.  Superintendent's Report     Dr. Brenner at 7:41 p.m. (0:01) 
 National Merit Semi Finalists 
 
5.  Approval of Minutes (Attachments)    Board of Education at 7:47 p.m.  
         (0:07) 
 
MOTION TO APPROVE THE MINUTES OF THE SPECIAL MEETING AND EXECUTIVE SESSION HELD ON 

SEPTEMBER 20, 2016:  
1st Ms. Hagerty-Ross 
2nd Mr. Martens 

 Burke Dineen Hagerty-
Ross 

Harman Martens McNamara Stein Sullivan Zuro 

Yes          

No          

Abstain          

Result - Motion passed Unanimously (6-0-2) 
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MOTION TO APPROVE THE MINUTES OF THE REGULAR MEETING HELD ON SEPTEMBER 20, 2016: 
1st  Ms. Hagerty-Ross 
2nd  Mr. Burke 

 Burke Dineen Hagerty-
Ross 

Harman Martens McNamara Stein Sullivan Zuro 

Yes          

No          

Abstain          

Result - Motion passed Unanimously (7-0-1) 
 
6.  Board Committee Reports     Mr. Harman at 7:48 p.m.   
         (0:08) 
 

PRESENTATIONS AND DISCUSSIONS 
 
7.  Presentations 
  a. Presentation by Reiss Fund Scholarship  Dr. DaSilva at 7:49 p.m. (0:09) 
 Recipients 
    
 b.  Report on Testing SAT, ACT, AP   Dr. DaSilva and Mr. Marin        
 (Attachment)       at 7:52 p.m. (0:12) 
   
 c. Discussion and Action on Proposed Darien  Dr. DaSilva, Ms. Dunn and Ms. Somers  

  High School and Middlesex Field Trips             at 8:14 p.m. (0:34)       
(Attachments)   

 
MOTION TO APPROVE DARIEN HIGH SCHOOL CHINA EXCHANGE AND CHORUS FIELD TRIPS 
1st Ms. Stein 
2nd Mr. Burke 

 Burke Dineen Hagerty-
Ross 

Harman Martens McNamara Stein Sullivan Zuro 

Yes          

No          

Abstain          

Result - Motion passed Unanimously (8-0-0) 
Note: the other field trips were tabled until next Board Meeting pending further information 
 
 d.  Presentation and Discussion on Class Size  Ms. Cion and Dr. Brenner at         
      Recommendations (Attachment)   8:30 p.m. (0:50) 
 
 e.  Further Discussion and Possible Action   Mr. Feeney at 8:47 p.m. (1:07) 
      on Student Activity Fundraising  
               Guidelines (Attachment) 
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MOTION TO APPROVE THE STUDENT ACTIVITY FUNDRAISING GUIDELINES 
1st Mr. Burke 

2nd Ms. Sullivan 

 Burke Dineen Hagerty-
Ross 

Harman Martens McNamara Stein Sullivan Zuro 

Yes          

No          

Abstain          

Result - Motion passed Unanimously (8-0-0) 
 
 f.  Discussion and Action on Return of 2015-2016 Mr. Feeney at 8:54 p.m. (1:14) 
 F/Y Unused Funds to the Town 
 
MOTION TO APPROVE THE RETURN OF 2015-2016 F/Y UNUSED FUNDS TO THE TOWN 
1st Ms. Sullivan 
2nd Ms. Hagerty-Ross 

 Burke Dineen Hagerty-
Ross 

Harman Martens McNamara Stein Sullivan Zuro 

Yes          

No          

Abstain          

Result - Motion passed Unanimously (8-0-0) 
 
 g.  Discussion and Possible Action on Amendment  Mr. Feeney at 8:54 p.m. (1:14)
 to the Darien Public Schools' 403(b) Retirement Plan 
 (Attachment) 
 
MOTION TO APPROVE THE AMENDMENT TO THE DARIEN PUBLIC SCHOOLS' 403 (B) RETIREMENT 

PLAN 
1st Ms. Stein 
2nd Ms. Sullivan 

 Burke Dineen Hagerty-
Ross 

Harman Martens McNamara Stein Sullivan Zuro 

Yes          

No          

Abstain          

Result - Motion passed Unanimously (8-0-0) 
 
 h.  Preliminary Discussion of 2017-2018   Dr. Brenner at 8:55 p.m. (1:15)
 Budget Meeting Calendar (Attachment) 

ACTION ITEMS 
8.  Action Items 
 a.  Personnel Items      Ms. Cion at 8:57 p.m. (1:17) 
  i. Teacher Appointments 
  ii.  Resignations 
  (Attachment) 
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MOTION TO ADOPT THE PERSONNEL ITEMS AS OUTLINED IN THE REVISED MEMO DATED OCTOBER 4, 
2016: 
1st Mr. Burke 
2nd Ms. Hagerty-Ross 

 Burke Dineen Hagerty-
Ross 

Harman Martens McNamara Stein Sullivan Zuro 

Yes          

No          

Abstain          

Result - Motion passed Unanimously (8-0-0) 
 
9.  Public Comment      Mr. Harman at 8:58 p.m. (1:18) 
 Ms. Tara Ochman, 476 Mansfield Ave 
 Ms. Jill McCammon, 81 Old Kings Hwy South 
  
10.  Adjournment      Mr. Harman at 9:04 p.m. (1:24) 
MOTION TO ADJOURN: 
1st Mr. Burke 
2nd Ms. Stein 

 Burke Dineen Hagerty-
Ross 

Harman Martens McNamara Stein Sullivan Zuro 

Yes          

No          

Abstain          

Result - Motion passed Unanimously (8-0-0) 
 
Meeting adjourned at 9:04 p.m. 

 
Respectfully submitted, 
 
 
Kathrine Stein for 
Sarah Schneider Zuro 
Secretary 
 
 
 









Darien Public Schools 

Darien, Connecticut 

 

CURRENT 
POLICY 

 

______________________________________________________________________ 

Series 6500 

Instructional Arrangements      Policy 6510 

 

Class Size 

 

The Darien Board of Education believes the number of pupils in a class affects the quality of 

education.  The relationship between class size and student learning is complex and is affected 

by grade level, subject area, nature of the pupils, learning objectives, instructional methods and 

procedures, and the skills and attitude of the teacher and support staff. 

 

The goal of the Class Size Policy is the establishment of appropriate class size ranges for the 

pupils, the teacher, the subject matter, and teaching methods of a particular grade or class. 

 

Alternatives within the elementary class size range should be weighed using the following 

criteria: 

 

 1. the optimal class size range, 

 

 2. the ability to stay within the range, and 

 

 3. the concept of class size progression K-5. 

 

 

Recommended and Optimal Class Size Ranges 

 

 Grade Levels    K-1  2-3  4-5 
 

     19  20  21 

Recommended 

Range    20  21  22 Optimal    

          Range 

     22  24  25      

                                                             

                                                            23                    25                    26 

 

 

APPROVED: November 10, 2009  



Darien Public Schools 

Darien, Connecticut 

 

PROPOSED 
POLICY 

 

______________________________________________________________________ 

Series 6500 

Instructional Arrangements      Policy 6510 

 

Class Size 

 

The Darien Board of Education believes the number of pupils in a class affects the quality of 

education.  The relationship between class size and student learning is complex and is affected 

by grade level, subject area, nature of the pupils, learning objectives, instructional methods and 

procedures, and the skills and attitude of the teacher and support staff. 

 

The goal of the Class Size Policy is the establishment of appropriate class size ranges for the 

pupils, the teacher, the subject matter, and teaching methods of a particular grade or class. 

 

Alternatives within the elementary class size range should be weighed using the following 

criteria: 

 

 1. the optimal class size range, 

 

 2. the ability to stay within the range, and 

 

 3. the concept of class size progression K-5. 

 

 

Recommended and Optimal Class Size Ranges 

 

 Grade Levels    K-1  2-3  4-5 6-12 

 

__________________________________________________________________________ 

     18  19  20        Below 18 

Recommended 

Range    19  20  21 18           Optimal    

                          Range 

     21  22  23 22     

                                                             

                                                            22                    23                    24 23-25 

 

 

APPROVED: 

 













DARIEN PUBLIC SCHOOLS 

Darien, Connecticut 
 

 

                                                          PROPOSED 
 

Series 4000: PERSONNEL 

Policy R - 4400 
 

SOCIAL MEDIA 
 

The Board of Education recognizes the importance and utility of social media and 

networks for its employees.  The laws regarding social media continue to evolve and 

change.  Nothing in this policy is intended to limit an employee’s right to use social 

media or personal online accounts under applicable law, as it may evolve.  The Board 

acknowledges, for example, that its employees have the right under the First Amendment, 

in certain circumstances, to speak out on matters of public concern.  The Board will 

resolve any conflict between this policy and applicable law in favor of the law.   

 

Ordinarily, the use of social media by employees, including employees’ use of personal 

online accounts, will not be a legal or policy issue. While a policy cannot address every 

instance of inappropriate social media use, employees must refrain from social media use 

that: 

 

1) interferes, disrupts or undermines the effective operation of the school district;  

2) is used to engage in harassing, defamatory, obscene, abusive, discriminatory or 

threatening or similarly inappropriate communications;  

3) creates a hostile work environment;  

4) breaches confidentiality obligations of school district employees; or  

5) violates the law, board policies and/or other school rules and regulations. 

 

The Board of Education, through its Superintendent, will adopt and maintain 

administrative regulations to implement this policy. 

 

Legal References: 

 

 U.S. Constitution, Amend. I 

 

 Conn. Constitution, Article I, Sections 3, 4, 14 

 

Conn. Gen. Stat. § 31-40x 

Conn. Gen. Stat. § 31-48d 

Conn. Gen. Stat. § 31-51q 

Conn. Gen. Stat. §§ 53a-182; 53a-183; 53a-250 

 Electronic Communication Privacy Act, 28 U.S.C. §§ 2510 through 2520 

 

ADOPTED: _______________ 

 



DARIEN PUBLIC SCHOOLS 

Darien, Connecticut 
 

 

Series 4000: PERSONNEL 

Policy R - 4400 
 

ADMINISTRATIVE REGULATIONS REGARDING USE OF SOCIAL MEDIA 

 

The Board of Education recognizes the importance and utility of social media and 

networks for its employees.  The laws regarding social media continue to evolve and 

change.  Nothing in the Board’s policy or these administrative regulations is intended to 

limit an employee’s right to use social media or personal online accounts under 

applicable law, as it may evolve.  The Board acknowledges, for example, that its 

employees have the right under the First Amendment, in certain circumstances, to speak 

out on matters of public concern.  The Board will resolve any conflict between the 

Board’s policy or these regulations and applicable law in favor of the law.   

 

Ordinarily, the use of social media by employees, including employees’ personal online 

accounts, will not be a legal or policy issue. While a policy or regulation cannot address 

every instance of inappropriate social media use, employees must refrain from social 

media use that: 

 

1) interferes, disrupts or undermines the effective operation of the school   

 district;  

2) is used to engage in harassing, defamatory, obscene, abusive, 

 discriminatory or threatening or similarly inappropriate communications;  

3) creates a hostile work environment;  

4) breaches confidentiality obligations of school district employees; or  

5) violates the law, board policies and/or other school rules and regulations. 

 

Definitions: 

 

The rapid speed at which technology continuously evolves makes it difficult, if not 

impossible, to identify all types of social media.  

 

Thus, the term Social Media includes a variety of online tools and services that allow 

users to publish content and interact with their audiences.  By way of example, social 

media includes the following websites or applications, including an employee’s personal 

online account using such social media: 

 

(1) social-networking;  

(2) blogs and micro-blogs;  

(3) content-sharing; 

(4) imagesharing, videosharing or livestreaming; 

(5) other sharing sites or apps such as by sound, location, news, or messaging, etc.  

 

Board of Education includes all names, logos, buildings, images and entities under the 

authority of the Board of Education. 
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Electronic communications device includes any electronic device that is capable of 

transmitting, accepting or processing data, including, but not limited to, a computer, 

computer network and computer system, and a cellular or wireless telephone. 

 

Personal online account includes any online account that is used by an employee 

exclusively for personal purposes and unrelated to any business purpose of the Board, 

including, but not limited to electronic mail, social media and retail-based Internet 

websites.  Personal Online Account does not include any account created, maintained, 

used or accessed by an employee for a business, educational or instructional purpose of 

the Board. 

 

Rules Concerning District-Sponsored Social Media Activity 

 

1. In order for an employee to use social media sites as an educational tool or in relation 

to extracurricular activities or programs of the school district, the employee must seek 

and obtain the prior permission of his/her supervisor. 

 

2. Employees may not use personal online accounts to access social media for classroom 

activities without express permission of the employee’s supervisor. Where 

appropriate and with permission, district-sponsored social media accounts should be 

used for such purposes. 

  

3. If an employee wishes to use social media sites to communicate meetings, activities, 

games, responsibilities, announcements etc., for a school-based club or a school-

based activity or an official school-based organization, or an official sports team, the 

employee must also comply with the following rules: 

o The employee must receive the permission of his/her immediate supervisor. 

o The employee must not use his/her personal online account for such 

purpose, but shall use his/her Board-issued account. 

o The employee must ensure that such social media use is compliant with all 

Board of Education policies, regulations, and applicable state and federal 

law, including the provision of required legal notices and permission slips to 

parents. 

o The employee must set up the club, etc. as a group list which will be 

"closed” (e.g. membership in the group is limited to students, parents and 

appropriate school personnel), and “monitored” (e.g. the employee had the 

ability to access and supervise communications on the social media site).  

o Parents shall be permitted to access any page that their child has been 

invited to join. 

o Access to the page may only be permitted for educational purposes related 

to the club, activity, organization or team. 

o The employee responsible for the page will monitor it regularly. 

o The employee’s supervisor shall be permitted access to any page established 

by the employee for a school-related purpose. 
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o Employees are required to maintain appropriate professional boundaries in 

the establishment and maintenance of all such district-sponsored social 

media activity.   

4. Employees are prohibited from making harassing, defamatory, obscene, abusive, 

discriminatory or threatening or similarly inappropriate statements in their social 

media communications using district-sponsored sites or accounts or through Board-

issued electronic accounts.   

 

5. Employees are required to comply with all Board of Education policies and 

procedures and all applicable laws with respect to the use of electronic 

communications devices, networks, Board-issued accounts, or when accessing 

district-sponsored social media sites or while using personal devices on the district’s 

wireless network or while accessing district servers.   

 

6. The Board of Education reserves the right to monitor all employee use of district 

computers and other electronic devices, including employee blogging and social 

networking activity.  An employee should have no expectation of personal privacy in 

any communication made through social media, including personal online accounts, 

while using district electronic communications devices.  

 

7. All communications through district-sponsored social media or Board-issued 

electronic accounts must comply with the Board of Education’s policies concerning 

confidentiality, including the confidentiality of student information.  If an employee 

is considering sharing information and is unsure about the confidential nature of the 

information, the employee shall consult with his/her supervisor prior to 

communicating such information. 

 

8. An employee may not link a district-sponsored social media page to any personal 

online account or sites not sponsored by the school district.  

 

9. An employee may not use district-sponsored social media or Board-issued electronic 

accounts for communications for private financial gain, political, commercial, 

advertisement, proselytizing or solicitation purposes. 

 

10. An employee may not use district-sponsored social media or Board-issued electronic 

accounts in a manner that misrepresents personal views as those of the Board of 

Education, individual school or school district, or in a manner that could be construed 

as such. 

 

Rules Concerning Personal Online Accounts 
 

1.  The Board understands that employees utilize social media and the web for personal 

matters in the workplace. The Board of Education reserves the right to monitor all 

employee use of district electronic communications devices, including a review of 

online and personal social media activities.  An employee should have no expectation 
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of personal privacy in any personal communication made through social media while 

using district computers, district-issued cellular telephones or other electronic 

communications devices. While the Board reserves the right to monitor use of its 

electronic communications devices, employees may engage in incidental personal use 

of social media in the workplace so long as such use does not interfere with 

operations and productivity, and does not violate other Board policies.  

 

2. An employee may not mention, discuss, reference or link to the Board of Education, 

the school district or its individual schools, programs or teams using personal online 

accounts or other sites or applications in a manner that could reasonably be construed 

as an official school district communication, unless the employee also states within 

the communication that such communication is the personal view of the employee of 

the school district and that the views expressed are the employee’s alone and do not 

represent the views of the school district or the Board of Education.  An example of 

such a disclaimer is: “the opinions and views expressed are those of the author and do 

not necessarily represent the position or opinion of the school district or Board of 

Education.” For example, except as may be permitted by Board policy, employees 

may not provide job references for other individuals on social media that indicate that 

such references are made in an official capacity on behalf of the Board of Education.  

 

3. Employees are required to maintain appropriate professional boundaries with 

students, parents, and colleagues.  For example, absent an unrelated online 

relationship (e.g., relative, family friend, or personal friendship unrelated to school), 

it is not appropriate for a teacher or administrator to “friend” a student or his/her 

parent or guardian or otherwise establish special relationships with selected students 

through personal online accounts, and it is not appropriate for an employee to give 

students or parents access to personal postings unrelated to school.  

 

4. In accordance with the public trust doctrine, employees are advised to refrain from 

engaging in harassing, defamatory, obscene, abusive, discriminatory or threatening or 

similarly inappropriate communications through personal online accounts.  Such 

communications reflect poorly on the school district’s reputation, can affect the 

educational process and may substantially and materially interfere with an 

employee’s ability to fulfill his/her professional responsibilities.  

 

5. Employees are individually responsible for their personal communications through 

social media and personal online accounts.  Employees may be sued by other 

employees, parents or others, and any individual that views an employee’s 

communication through social media and personal online accounts as defamatory, 

pornographic, proprietary, harassing, libelous or creating a hostile work environment. 

In addition, employees should consider refraining from posting anything that belongs 

to another person or entity, such as copyrighted publications or trademarked images.  

As all of these activities are outside the scope of employment, employees may be 

personally liable for such claims.  
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6. Employees are required to comply with all Board of Education policies and 

procedures with respect to the use of electronic communications devices when 

accessing personal online accounts and/or social media through district computer 

systems.  Any access to personal online accounts and/or personal social media 

activities while on school property or using school district equipment must comply 

with those policies, and may not interfere with an employee’s duties at work.  

 

7. All communications through personal online accounts and/or social media must 

comply with the Board of Education’s policies concerning confidentiality, including 

the confidentiality of student information. If an employee is considering sharing 

information and is unsure about the confidential nature of the information, the 

employee shall consult with his/her supervisor prior to communicating such 

information.  

 

8. An employee may not post official Board of Education material using a personal 

online account without written permission of his/her supervisor.  

 

9. All of the Board of Education’s policies and administrative regulations apply to 

employee use of personal online accounts in the same way that they apply to conduct 

that occurs in the workplace and off duty conduct.  

 

Access to Personal Online Accounts 

 

1. An employee may not be required by his/her supervisor to provide his/her username, 

password, or other means of authentication of a personal online account. 

 

2. An employee may not be required to authenticate or access a personal online account 

in the presence of his/her supervisor. 

 

3. An employee may not be required to invite or accept an invitation from his/her 

supervisor or required to join a group with the employee’s personal online account. 

 

Prohibition on Crowdfunding Activities 

 

Employees are prohibited from engaging in crowdfunding activities (e.g. the use of  

Websites or applications such as DonorsChoose, Kickstarter, GoFundMe,, etc.) on behalf  

of the Board of Education, its schools, classes or extracurricular teams or clubs. 

 

Disciplinary Consequences 
 

Violation of the Board’s policy concerning the use of social media or these administrative 

regulations may lead to discipline up to and including the termination of employment 

consistent with state and federal law. 
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An employee may face disciplinary action up to and including termination of 

employment if an employee transmits, without the Board’s permission, confidential 

information to or from the employee’s personal online account. 

 

An employee may not be disciplined for failing to provide his/her username, password, or 

other authentication means for accessing a personal online account, failing to authenticate 

or access a personal online account in the presence of his/her supervisor or failing to 

invite his/her supervisor or refusing to accept an invitation sent by his/her supervisor to 

join a group affiliated with a personal online account, except as provided herein.   

 

Notwithstanding, the Board may require that an employee provide his/her username, 

password or other means of accessing or authenticating a personal online account for 

purposes of accessing any account or service provided by the Board for business 

purposes or any electronic communications device supplied by or paid for, in whole or in 

part, by the Board. 

 

Nothing in this policy or regulations shall prevent the district from conducting an 

investigation for the purpose of ensuring compliance with applicable state or federal 

laws, regulatory requirements or prohibitions against work-related employee misconduct 

based on the receipt of specific information about an activity on an employee’s personal 

online account or based on specific information about the transfer of confidential 

information to or from an employee’s personal online account.  During the course of such 

investigation, the district may require an employee to allow the district to access his or 

her personal online account for the purpose of conducting such investigation.  However, 

the employee will not be required to provide his/her username and/or password or other 

authentication means in order for the district to access the personal online account. 

 

Legal References: 

 

 U.S. Constitution, Amend. I 

  

 Conn. Constitution, Article I, Sections 3, 4, 14 

 

Conn. Gen. Stat. § 31-40x 

Conn. Gen. Stat. § 31-48d 

Conn. Gen. Stat. § 31-51q 

Conn. Gen. Stat. §§ 53a-182; 53a-183; 53a-250 

 Electronic Communication Privacy Act, 28 U.S.C. §§ 2510 through 2520 

 

ADOPTED: _______________ 

 



DARIEN PUBLIC SCHOOLS 

Darien, Connecticut 

 

                          PROPOSED 

                Series 4425: PERSONNEL 

      Policy R - 4425 

 
         

 

ADMINISTRATIVE REGULATIONS FOR THE  

USE AND DISCLOSURE OF CRIMINAL JUSTICE INFORMATION 

 

Each applicant for a position with the District shall be required to submit to state and national 

criminal record checks in accordance with the District’s Employment Checks Policy and 

applicable law.  In addition, certain volunteers may also be required to submit to state and 

national criminal record checks in accordance with the District’s Volunteers Policy.  All results 

and accompanying information shall be considered “Criminal Justice Information” or “CJI” 

(each as more fully defined herein) and shall be maintained, used and disclosed in accordance 

with these regulations.  

 

A.  Definition and Scope 

 

For purposes of these regulations: 

 

“Criminal Justice Information” or “CJI” means the results of any state or federal criminal 

records check of an employee, contractor or volunteer, any applicant or prospective employee, 

contractor or volunteer, and all copies thereof. 

 

“Criminal Justice Information Officer or “CJI Officer” means the individual appointed by the 

Superintendent to be responsible for the use, disclosure and safeguarding of CJI in the District, 

and to serve as the District’s primary point of contact for matters relating to CJI and these 

regulations. 

 

“Permitted Individual” means an individual designated by the Superintendent, or his or her 

designee, who may access CJI.  Permitted Individuals may include, but shall not be limited to, 

District human resources personnel, certain administrators and certain administrative staff.  

 

These regulations apply to all CJI in the possession or control of the District, in any form or 

format, including but not limited to CJI incorporated or contained in correspondence, 

documentation or reports of the District.   

 

 

 

B. Responsibility 

 

The Director of Human Resources shall serve as the District’s CJI Officer. 
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C.  Requesting Criminal Justice Information 

 

The District shall request CJI from an employee, contractor, applicant or volunteer or potential 

employee, contractor or volunteer only as permitted or required by law or District policy.  

 

D. Use of Criminal Justice Information 

 

 1) The Superintendent, or his/her designee, shall designate those individuals who 

shall be considered Permitted Individuals for purposes of these regulations.  No other District 

employee or staff person may access or use CJI for any reason without obtaining prior written 

approval from the CJI Officer or his/her designee.  A Permitted Individual shall use CJI only as 

permitted or required by District policy or law.  

 

 2) The District shall ensure that each Permitted Individual satisfies the applicable 

legal screening requirements prior to granting the Permitted Individual access to CJI, including:  

 

 If the Permitted Individual is a resident of Connecticut, the District shall screen the 

Permitted Individual through a Connecticut and national fingerprint-based record check 

within 30 days of designation as a Permitted Individual; or 

 

 If the Permitted Individual is not a resident of Connecticut, the District shall conduct state 

and national fingerprint-based record checks and follow FBI guidance regarding 

additional screening requirements.  

 

The CJI Officer may consult with the Connecticut Department of Emergency Services and 

Public Protection on execution of the screening requirements.  

 

 3) The District may immediately terminate a Permitted Individual’s access to CJI, 

with or without cause at the discretion of the Superintendent, CJI Officer, or their designees, and 

the District shall immediately terminate a Permitted Individual’s access to CJI upon termination 

of the Permitted Individual’s employment or contract with the District.  The District shall 

reconsider a Permitted Individual’s continued access to CJI upon any reassignment or 

modification to professional responsibilities. 

 

E. Maintenance and Safeguarding  

 

 1)  CJI shall be maintained in only the locations, files and information systems 

designated by the District (the “Controlled Areas”).  The Controlled Areas shall be limited to 

only Permitted Individuals or other authorized personnel and locked when unattended.  

 

 2) The District shall restrict access to CJI to only Permitted Individuals.  In the event 

the District determines that it is unable to reasonably restrict access in accordance with this 

Section, all CJI shall be maintained in encrypted format, in a manner consistent with then-current 

legal requirements and industry standards.  
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 3) No District employee may remove CJI from a Controlled Area without prior 

written approval of the CJI Officer.  In the event the transport of CJI out of a Controlled Area is 

necessary for a legitimate function or activity, the CJI Officer shall develop a protocol to ensure 

the protection of the CJI while in transport and while outside of the Controlled Area.  

 

 4) The District shall implement the following safeguards for CJI maintained in paper 

format: (i) maintain paper records in a physically secure location; (ii) post notice of restricted 

access to paper records; and (iii) utilize an access log or sign-in sheet to record access to paper 

records.  

 

 5) The District shall implement safeguards required by the Criminal Justice 

Information Services (CJIS) Security Policy for CJI maintained in electronic format, including, 

but not limited to, the following procedures: (i) maintain CJI on secure electronic systems and 

media; (ii) position information systems in such a way as to prevent unauthorized individuals 

from accessing and viewing CJI; (iii) store electronic media containing CJI in a secure location; 

(iv) instituting access controls to limit access to Permitted Individual; (v) validate and 

authenticate information system users accessing CJI; (vi) develop protocols for configuration 

management and providing necessary access for system modifications and maintenance; (vii) 

provide the capability to detect and protect against threats to the integrity of CJI; (viii) develop 

parameters (including time stamps) for auditing electronic systems containing CJI; and (ix) 

institute media protection policies and procedures.  

 

F. Disclosure of Criminal Justice Information 

 

 1) Permitted Individuals may disclose CJI as follows:  

 

(i) to District employees or staff upon prior written approval of the 

Superintendent, CJI Officer or their designees when, in their reasonable 

discretion, such disclosure is reasonably necessary for the performance of District 

function or policy and is consistent with applicable law;  

 

(ii) to third-party individuals or entities, including but not limited to advisors, 

attorneys and electronic and hard copy record and storage companies (each a 

“Recipient”) when such disclosure has been approved by the Superintendent, CJI 

Officer or their designees, and is consistent with applicable law; and 

 

(iii) as required or otherwise permitted by law.  

 

2) The District shall log each instance in which CJI is disclosed pursuant to these 

regulations.  

 

G.  Security Incident Response.  

 

 1) For purposes of these regulations, “Security Incident” means the actual or 

suspected acquisition, access, use, or disclosure of CJI in a manner not permitted by these 

regulations or applicable law. 
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 2) District employees and staff must immediately report a Security Incident to the 

CJI Officer.  

 

 3) The CJI Officer shall investigate, collect relevant evidence and respond to all 

Security Incidents.  

 

 4) The CJI Officer will document each Security Incident, including, but not limited 

to, the details of the Security Incident, the District’s response, the outcome, steps taken to 

mitigate harm to affected individuals, and any changes to District policies or security procedures 

to avoid reoccurrence of the Security Incident.  

  

 5) The District shall require in writing any Recipients to report to the District any 

Security Incidents without unreasonable delay after discovery of a Security Incident.  The 

Recipient’s notice to the District shall include: (a) the identification of each individual whose CJI 

has been, or is reasonably believed by the Recipient to have been, accessed, acquired, or 

disclosed during the Security Incident; and (b) other available information that the District 

reasonably requests with respect to its investigation or that the District is required to include in 

notifications to affected individuals or governmental agencies.  The Recipient shall promptly 

update its original notice to the District as additional information becomes available. 

 

 6) The District shall notify affected individuals and/or appropriate government 

agencies to the extent required by law or as otherwise determined appropriate by the District in 

its reasonable discretion.  

 

H. Auditing 

 

 1) The District shall implement audit and accountability controls to increase the 

probability of Permitted Individuals conforming to the requirements of these regulations and 

applicable law.  At a minimum, the auditing and accountability controls shall generate sufficient 

information to establish, with respect to the access, use or dissemination of CJI, what events 

occurred, the sources of the events and the outcome of the events.  

 

 2) The CJI Officer shall review audit reports at least weekly.  Audit reports that 

indicate potential inappropriate activity shall be investigated as a Security Incident in accordance 

with these regulations.  

 

I. Record Retention 

 

 1) The District shall maintain CJI consistent with current record retention laws. 

Records containing CJI shall be stored for extended periods only when they are key elements for 

the integrity and/or utility of case files and/or criminal record files.  

 

 2) The District shall maintain audit records and any transaction logs for at least one 

year.  
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 3) The District shall destroy all records containing CJI when the District is no longer 

required to keep CJI on file. 

 

I. Disposal and Destruction of CJI 

 

 1) For paper records containing CJI, destroyed means the records shall be disposed 

of in a manner that makes the CJI unreadable, indecipherable, and otherwise unable to be 

reconstructed, including but not limited to shredding or incinerating the records.  

 

 2) For electronic media containing CJI, destroyed means the records shall be 

disposed of or wiped of CJI using one of the following methods: (a) sanitize (electronically 

overwrite the media with non-sensitive data at least three times), (b) purging (degaussing or 

exposing the media to a strong magnetic field in order to disrupt the recorded magnetic 

domains), or (c) for inoperable media, destroying the media (disintegration, pulverization, 

melting, incinerating, or shredding).  In each instance, the method used shall render the CJI 

unreadable, indecipherable, and otherwise unable to be reconstructed.  

 

 3) The destruction of media pursuant to this Section shall be witnessed or carried out 

only by authorized personnel. 

 

 4) The District shall document the destruction of media pursuant to this Section and 

the method by which the media was destroyed. 

 

J.  Training 

 

 1) The District shall provide awareness training and education on these regulations 

and the use, disclosure and safeguarding of CJI to all District employees and staff persons with 

access to CJI, in accordance with then-current District training and education policies and 

procedures, provided that such training shall be provided within six (6) months of initial 

engagement and no less than biennially thereafter.  The District shall document the provision of 

all training and education provided hereunder.  

 

 2) The training shall address those topics required by then-current law or regulatory 

guidance.  

 

 

K. Sanctions 

 

Violations of these regulations shall be investigated by the District and may result in discipline 

or sanctions, up to and including termination of employment, all in accordance with then-current 

District policies and procedures and applicable collective bargaining rights and obligations.  
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Legal References: 

 

Conn. Gen. Stat. 10-221d 

 

Criminal Justice Information Services (CJIS) Security Policy, Version 5.4, United States 

Department of Justice, Federal Bureau of Investigation, Criminal Justice Information 

Services Division, October 6, 2015.  

 













































































11.1.16
Estimated

Actual Actual Actual Budget Projections Projections Projections Projections Projections

# Expenditures 2013/14 2014/15 2015/16 2016-2017 2017-2018 2018-2019 2019-2020 2020-2021 2021-2022

Unaudited Estimated

1 Personnel 56,047,487 57,787,072 59,859,546 62,399,836 64,371,930   66,406,964   68,567,671   70,624,701   72,743,442   

% Change 0.44% 3.10% 3.59% 4.24% 3.16% 3.16% 3.25% 3.00% 3.00%

2 Operations 12,984,464 15,193,219 15,816,872 15,772,567 16,245,744   16,733,116   17,235,110   17,752,163   18,284,728   

% Change 25.52% 17.01% 4.10% -0.28% 3.00% 3.00% 3.00% 3.00% 3.00%

3 Equipment-General 108,896      232,725      154,395      87,999        80,000          50,000          50,000          50,000          50,000          

Furniture Replacement 94,342        86,018        193,039      71,152        70,000          50,000          50,000          50,000          50,000          

Technology 529,027      605,452      604,933      476,419      576,000        576,000        500,000        500,000        500,000        

732,265      924,195      952,367      635,570      726,000        676,000        600,000        600,000        600,000        

% Change 113.34% 26.21% 3.05% -33.26% 14.23% -6.89% -11.24% 0.00% 0.00%

4 Fixed Costs 17,950,122 18,741,625 18,302,833 18,905,756 19,283,871   20,826,581   22,492,707   24,629,514   26,969,318   

% Change 5.26% 4.41% -2.34% 3.29% 2.00% 8.00% 8.00% 9.50% 9.50%

Grand Total  87,714,338 92,646,111 94,931,618 97,713,729 100,627,545 104,642,661 108,895,488 113,606,378 118,597,488 

% Change 4.99% 5.62% 2.47% 2.93% 2.98% 3.99% 4.06% 4.33% 4.39%

5 Revenue

Sum & Cont. Ed. (596,406)     (606,338)     (577,712)     (587,000)     (580,000)       (580,000)       (580,000)       (579,999)       (579,998)       

Special Ed (2,506,963)  (2,839,907)  (2,724,654)  (2,300,000)  (2,242,500)    (2,186,438)    (2,131,777)    (2,078,482)    (2,026,520)    

ARRA-IDEA

ARRA-SFSF

Federal Jobs Grant

ELP (258,276)     (282,727)     (283,183)     (285,000)     (287,850)       (290,729)       (293,636)       (296,572)       (299,538)       

Parking & Activity Fee (10,000)       (10,000)       (10,000)       (10,000)       (10,000)         (10,000)         (10,000)         (10,000)         (10,000)         

Summer Field Use (35,000)       (35,000)       (35,000)       (35,000)         (35,000)         (35,000)         (35,000)         (35,000)         

Finance (187,719)     (190,275)     (190,785)     (196,413)     (201,323)       (206,356)       (211,515)       (216,803)       (222,223)       

Maintenance (217,884)     (194,372)     (150,247)     (180,000)     (180,000)       (180,000)       (180,000)       (180,000)       (180,000)       

OPEB (242,534)     (397,720)     (423,200)     (272,500)     (372,500)       (372,500)       (423,200)       (423,200)       (423,200)       

Total (4,019,782)  (4,556,339)  (4,394,781)  (3,865,913)  (3,909,173)    (3,861,022)    (3,865,128)    (3,820,056)    (3,776,479)    

% Change 6.8% 13.3% -3.5% -12.0% 1.1% -1.2% 0.1% -1.2% -1.1%

Net Budget 83,694,556 88,089,772 90,536,837 93,847,816 96,718,372   100,781,639 105,030,360 109,786,322 114,821,009 

% Change 4.91% 5.25% 2.78% 3.66% 3.06% 4.20% 4.22% 4.53% 4.59%

October 1st

Enrollment Actual Actual Actual Budget Projections Projections Projections Projections Projections

2013/14 2014/15 2015/16 2016-2017 2017-2018 2018-2019 2019-2020 2020-2021 2021-2022

Elementary* 2404 2322 2339 2303 2307 2285 2275 2283 2308

Middle School 1124 1167 1166 1133 1124 1096 1138 1149 1125

Darien High 1371 1358 1354 1356 1375 1408 1412 1400 1401

Total 4899 4847 4859 4792 4806 4789 4825 4832 4834

*including ELP

Elementary Sections 112             112             109             110             110               108               108               107               111               

Potential Dev Growth 2                   2                   2                   
Potential Growth  (Absorbtion) -              -              - -              7                   7                   6                   6                   5                   

Total Regular Sections 112             112             109             110             117               115               116               115               118               

ELP Sections 6                 6                 8                 8                 8                   8                   8                   9                   10                 

Total Sections with ELP 118             118             117             118             125               123               124               124               128               



From To

1
Meghan Coyne Appointment P.Shanley/Ox Ridge/Math Interventionist TBD TBD Teacher

Elementary                                        

MA Step 12

2
Michelle Reid Appointment A. Farber/MMS/Special Education Teacher TBD TBD Teacher

Special Education K-12                          

MA Step 7

3
Joyce Fredo Appointment

New Position/DHS/Special Education 

Paraprofessional 10/24/2016 6/30/2017 NA

4 Joseph Testa Appointment J. Smith/DHS/Campus Monitor 10/24/2016 6/30/2017 NA

5 Doreen Fontana Resignation Holmes/Special Education Teacher TBD

6 Michael Fedak Resignation MMS/Math Teacher TBD 

7 George Marash Resignation DHS/Physics TBD 

8 Bernard Leskivsky Resignation Holmes/Campus Monitor 10/4/2016

9 Luz Perez Resignation ELP/Special Education Paraprofessional 10/25/2016

10 Anya Farber Resignation MMS/Special Education Teacher 11/3/2016

11 Lynn Steinbrick Resignation District/Nursing Supervisor 11/16/2016

12 Louis Conetta Retirement Custodian/Ox Ridge 11/29/2016

Resignations/Retirements

PERSONNEL ACTION REPORT

November 9, 2016

Item Name Action Replacing/Location/Position
Effective Date 

Tenure Area Certification Class/Step 
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